Page 1



	3GPP TSG-T WG2#14

Edinburgh, Scotland

3rd – 7th September  2001
	T2-010744

	CR-Form-v3

	CHANGE REQUEST

	

	(

	23.140
	CR
	01xxxxx
	(

rev
	-
	(

Current version:
	4.3.0
	(


	

	For HELP on using this form, see bottom of this page or look at the pop-up text over the (
 symbols.

	

	Proposed change affects:
(

	(U)SIM
	
	ME/UE
	x
	Radio Access Network
	
	Core Network
	

	

	Title:
(

	MMS MM1 Technical Realisation Using Existing IETF Messaging Protocols

	
	

	Source:
(

	Openwave Systems, Inc.

	
	

	Work item code:
(

	
	
	Date: (

	8/20/2001

	
	
	
	
	

	Category:
(

	B
	
	Release: (

	REL-5

	
	Use one of the following categories:
F  (essential correction)
A  (corresponds to a correction in an earlier release)
B  (Addition of feature), 
C  (Functional modification of feature)
D  (Editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
2
(GSM Phase 2)
R96
(Release 1996)
R97
(Release 1997)
R98
(Release 1998)
R99
(Release 1999)
REL-4
(Release 4)
REL-5
(Release 5)

	
	

	Reason for change:
(

	Many operators have demanded a technical realization of MMS based on existing Internet messaging protocols.  Internet messaging systems have a proven history for interoperable, reliable and scalable performance on the Internet, there are many vendors with good product history, the operational aspects are well-understood, all of which gives operators choices with much less risk than deploying brand new protocols lacking any large-scale history of either interoperability or performance.  

Given that the underlying Internet messaging protocols have already been widely deployed, operators can take advantage of the economies of scale that become available when used within MMS. More solutions from more vendors means more choices and reduced cost for carriers making purchasing decisions.

In addition, the proposed MM1 technical realization fulfills the following Stage 1 Requirements, which are not met by the current technical realizations of MMS.

1. Reuse of existing standards (3GPP TS 22.140 v4.1.0 MMS Stage 1 requirement) 

Forward compatible multimedia messaging Multimedia messaging mechanisms shall provide the capability to support current and evolving multimedia messaging by re-using existing standards as far as possible and proposing extensions (as necessary) to existing standards  (i.e. the multimedia messaging service shall support the evolution of multimedia messaging technologies). 

2. Persistent Storage (3GPP TS 22.140 v4.1.0 MMS Stage 1 requirement)
Storage of Multi-Media Messages The MMS shall be able to support a request for multimedia messages or message elements to be stored until delivered to the recipient’s terminal, until they expire, or until they are deleted by the user (unless configured differently). The MMS shall be able to support a request to store and manage all MMs in a network based repository rather than on the mobile terminal. 

3. Universal access (3GPP TS 22.140 v4.1.0 MMS Stage 1 requirement) Universal messaging access 

Within the capabilities of networks and terminals, the user shall be able to experience consistent access to the MMS regardless of the access point. For example the user should be capable of accessing her multimedia messages through a number of different access points, which should include 3G and 2G networks, fixed networks, the Internet, etc.


	
	

	Summary of change:
(

	1. Added Section 9: MM1 Technical realization based on existing IETF messaging protocols.

2. Added header values related to Section 9

3. Added additional references related to Section 9 

	
	

	Consequences if 
(

not approved:
	Basic Stage 1 (Market & Operator) Requirements remain unfulfilled. Deployment timeframes likely to be much longer, since new protocols require much longer development times than reusing existing protocols, and brand new protocols must be tested and debugged under high-volumes of usage before being widely deployed.  Operators ultimately incur higher costs for MMS infrastructure, deployment and operation.  

	
	

	Clauses affected:
(

	Section 9 is new.

	
	

	Other specs
(

	
	 Other core specifications
(

	

	affected:
	
	 Test specifications
	

	
	
	 O&M Specifications
	

	
	

	Other comments:
(

	


How to create CRs using this form:

Comprehensive information and tips about how to create CRs can be found at: http://www.3gpp.org/3G_Specs/CRs.htm.  Below is a brief summary:

1)
Fill out the above form. The symbols above marked (
 contain pop-up help information about the field that they are closest to.

2)
Obtain the latest version for the release of the specification to which the change is proposed. Use the MS Word "revision marks"  feature (also known as "track changes") when making the changes. All 3GPP specifications can be downloaded from the 3GPP server under ftp://www.3gpp.org/specs/ For the latest version, look for the directory name with the latest date e.g. 2000-09 contains the specifications resulting from the September 2000 TSG meetings.

3)
With "track changes" disabled, paste the entire CR form (use CTRL-A to select it) into the specification just in front of the clause containing the first piece of changed text.  Delete those parts of the specification which are not relevant to the change request.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3G TS 22.140: "Multimedia Messaging Service".

[2]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[3]
"Wireless Application Environment Specification", WAP Forum. URL: http://www.wapforum.org/.

[4]
3GPP TS 23.057: "Mobile Execution Environment".

[5]
STD 11 (RFC 2822) Internet Message Standard Format, IETF.
[6]
RFC 2046 Multipurpose Internet Mail extension (MIME) Part Two: Media Types, IETF.

[7]
"The Unicode Standard", Version 2.0, Unicode Consortium, Addision-Wesley Dev. Press, 1996.

[8]
US-ASCII: "Coded Character Set 7 Bit; American Standard Code for Information Interchange"; ANSI X3.4, 1986. 

[9]
ISO-8859-1 (1987): "Information Processing - 8-bit Single-Byte Coded Graphic Character Sets; Part 1: Latin Alphabet No. 1".

[10]
RFC 2279, "UTF-8, A Transformation format of ISO 10646", IETF.

[11]
3GPP TS 24.011: "Point‑to‑Point (PP) Short Message Service (SMS) support on mobile radio interface".

[12]
3GPP TS 26.090: "AMR Speech Codec Speech Transcoding Functions".

[13]
3GPP TS 26.093 (V3.1.0): "AMR Speech Codec; Source Controlled Rate Operation".

 [14]
MP3, MPEG1-Audio ISO/IEC 11172-3, MPEG2-Audio ISO/IEC 11172-3.
[15]
MIDI SDS, International Midi Association, 5316 West 57th Street, Los Angeles, CA 90056, (415) 321-MIDI.
[16]
ISO/IEC 14496-2:1999/FDAM4, ISO/IEC JTC1/SC 29/WG11 N3904, Pisa, January, 2001

[17]
ITU-T Recommendation T.81 | ISO/IEC 10918-1:1992, “Information Technology - Digital Compression and Coding of Continuous-Tone Still Images - Requirements and Guidelines”.

[18]
Graphics Interchange Format (Version 89a), Compuserve, Inc., Columbus, Ohio, 1990.

[19]
.International Standard ISO/IEC 14496-2 (1999): "Information Technology - Generic Coding of Audio-Visual Objects - Part 2: Visual".

[20]
ITU-T Recommendation H.263 (1998): "Video coding for low bit rate communication".

[21]
ITU-T Recommendation H.263: "Annex X, Profiles and Levels Definition"

[22]
STD 10 (RFC 2821) "Simple Mail Transfer Protocol", IETF.

[23]
"WAP Wireless Session Protocol", WAP Forum, November 1999. URL: http://www.wapforum.org/.

[24]
WAP-247-PAP-20010429-a, Push Access Protocol, Version 29-Apr-2001, http://www1.wapforum.org/tech/documents/WAP-247-PAP-20010429-a.pdf 
[25]
WAP-248-UAProf-20010530-p, User Agent Profiling Specification, Version 30-May-2001, WAP Forum, http://www1.wapforum.org/tech/documents/WAP-248-UAProf-20010530-p.pdf
[26]
"Resource Description Framework (RDF) Model and Syntax Specification", W3C Recommendation, 2/99. URL: http://www.w3c.org/TR/1999/PR-rdf-syntax-19990105.

[27]
"WAP Wireless Markup Language 1.2", November 1999. URL: http://www.wapforum.org.

[28]
Synchronized Multimedia Integration Language (SMIL) 1.0 Specification ‑ http://www.w3.org/TR/smil-boston/.

[29]
"WAP Wireless Transport Layer Security", November 1999. URL: http://www.wapforum.org.

[30]
"WAP Identity Module", November 1999. URL: http://www.wapforum.org.

[31]
ITU-T Recommendation T.37 (06/98): "Procedures for the transfer of facsimile data via store‑and‑forward on the Internet".

[32]
ITU-T Recommendation T.30 (1996): "Procedures for document facsimile transmission in the general switched telephone network".

[33]
RFC 2421 (Sept. 1998): Voice Profile for Internet Mail – version 2, VPIM.

[34]
RFC 1957 POP 3, Post Office Protocol, Version 3.

[35]
RFC 2060 (December 1996): IMAP4, Internet Message Access Protocol Version 4 rev1, IETF.

















http://www.ietf.org/rfc/rfc2060
[36]
Tag Image File Format (TIFF) Version 6: Adobe Systems, http://www.adobe.com.
[37]
3GPP TR 23.093: “Interface protocols for the connection of Short Message Service Centres (SMSCs) to Short Message Entities (SMEs)”

[38]
ISO/IEC TR 13818-5:1997/Amd 1:1999 Advanced Audio Coding (AAC)

[39]
Internet draft “ RTP payload format and file storage format for AMR and AMR-WB audio”; IETF
URL: http://search.ietf.org/internet-drafts/draft-ietf-avt-rtp-amr-07.txt
NOTE: 
Reference [39] is work in progress in IETF/AVT working group and to be replaced by the appropriate RFC number once the Internet draft is approved within the IETF (IESG approval is scheduled to spring/summer 2001).

[40]
3GPP TS 26.233: "Packet-switched Streaming Service (PSS); General Description".
[41]
3GPP TS 26.234: "Packet-switched Streaming Service (PSS); Protocols and Codecs".
[42]
Internet Draft “A TCP profile for W-CDMA: 3G wireless packet service”; IETF
URL: http://search.ietf.org/internet-drafts/draft-inamura-docomo-00.txt
NOTE: 
Reference [42] has to be replaced by the appropriate RFC number once the Internet draft is approved within the IETF.

[43]
WAP-225-TCP-20010331-a, Wireless Profiled TCP, Version 31-March-2001, WAP Forum
http://www1.wapforum.org/tech/documents/WAP-225-TCP-20010331-a.pdf

[44]
RFC 2045, Multipurpose Internet Mail extension (MIME) Part One: Format of Internet Message Bodies, IETF, ftp://ftp.isi.edu/in-notes/rfc2045.txt  
[45]
RFC 2047, Multipurpose Internet Mail extension (MIME) Part Three: Message Header Extensions for Non-ASCII-Text, IETF, ftp://ftp.isi.edu/in-notes/rfc2047.txt
[46]
RFC 2048, Multipurpose Internet Mail extension (MIME) Part Four: Registration Procedures, IETF,  ftp://ftp.isi.edu/in-notes/rfc2048.txt
[47]
RFC 2049, Multipurpose Internet Mail extension (MIME) Part Five: Conformance Criteria and Examples, IETF, ftp://ftp.isi.edu/in-notes/rfc2049.txt

[48]
RFC 2616, Hypertext Transfer Protocol, HTTP/1.1, IETF, ftp://ftp.isi.edu/in-notes/rfc2616.txt

[49]
STD 13 (RFC 1034, 1035), Domain Name System (DNS)

[50]
STD 14 (RFC 947), Mail Routing and the Domain System

[51]
RFC 2076, Common Internet Message Headers, IETF. http://www.ietf.org/rfc/rfc2076.txt

[52]
RFC 1893, Enhanced Mail System Status Codes, IETF. http://www.ietf.org/rfc/rfc1893.txt
[53]
RFC 2156, MIXER (Mime Internet X.400 Enhanced Relay): Mapping between X.400 and RFC 822/MIME, January 1998, IETF
http://www.ietf.org/rfc/rfc2156
[54]
RFC 2487, SMTP Service Extension for Secure SMTP over TLS, January 1999, IETF
http://www.ietf.org/rfc/rfc2487

[55]
RFC 2554, SMTP Service Extension for Authentication, March 1999, IETF
http://www.ietf.org/rfc/rfc2554

[56]
RFC 2920, SMTP Service Extension for Command Pipelining, September 2000, IETF
http://www.ietf.org/rfc/rfc2920

[57]
WAP-250-PushArchOverview-20010703-p, Push Architectural Overview, Version 03-Jul-2001 http://www1.wapforum.org/tech/documents/WAP-250-PushArchOverview-20010703-p.pdf
[58]
WAP-251-PushMessage-20010322-a, Push Message Specification, Version 22-Mar-2001 http://www1.wapforum.org/tech/documents/WAP-251-PushMessage-20010322-a.pdf
[59]
RFC 2595, Using TLS with IMAP, POP3 and ACAP, June 1999, IETF
http://www.ietf.org/rfc/rfc2595

[60]
RFC 2192, IMAP URL Scheme, September 1997, IETF
http://www.ietf.org/rfc/rfc2192

[61]
RFC 2195, IMAP/POP AUTHorize Extension for Simple Challenge/Response, September 1997, IETF
















     http://www.ietf.org/rfc/rfc2195

[62]
RFC 1731, IMAP4 Authentication Mechanisms, December 1994, IETF http://www.ietf.org/rfc/rfc1731

[63]
RFC 2476, Message Submission, December 1998, IETF
http://www.ietf.org/rfc/rfc2476
[64]
RFC 1891, SMTP Service Extension for Delivery Status Notifications, January 1996, IETF http://www.ietf.org/rfc/rfc1891
[65]
RFC 2852, Deliver By SMTP Service Extension, June 2000, IETF
http://www.ietf.org/rfc/rfc2852
[66]
RFC 2342, IMAP4 Namespace, May 1998, IETF
http://www.ietf.org/rfc/rfc2342
[67]
RFC 2359, IMAP4 UIDPLUS extension, June 1998, IETF
http://www.ietf.org/rfc/rfc2359
[68]
RFC 2177, IMAP4 IDLE command, June 1997, IETF
http://www.ietf.org/rfc/rfc2177
[69]
RFC 2088, IMAP4 non-synchronizing literals, January 1997, IETF
http://www.ietf.org/rfc/rfc2088

[70]
RFC 3030, SMTP Service Extensions for Transmission of Large and Binary MIME Messages, December 2000, IETF 











     http://www.ietf.org/rfc/rfc3030

[71]
RFC 2632, S/MIME Version 3 Certificate Handling, June 1999, IETF http://www.ietf.org/rfc/rfc2632
[72]
RFC 2633, S/MIME Version 3 Message Specification, June 1999, IETF http://www.ietf.org/rfc/rfc2633
[73]
RFC 2634, Enhanced Security Services for S/MIME, June 1999, IETF http://www.ietf.org/rfc/rfc2634
[74]
RFC 3156, MIME Security with OpenPGP, August 2001, IETF 
     http://www.ietf.org/rfc/rfc3156
[75]
RFC 2444, The One-Time-Password SASL Mechanism, October 1998, IETF http://www.ietf.org/rfc/rfc2444
[76]
RFC 2246, The TLS Protocol Version 1.0, January 1999, IETF 
     http://www.ietf.org/rfc/rfc2246
[77]
RFC 2817, Upgrading to TLS Within HTTP/1.1, May 2000, IETF    http://www.ietf.org/rfc/rfc2817
3
Definitions and Abbreviations

3.1
Definitions

For the purposes of the present document, the following terms and definitions apply in addition to those defined in 3GPP TR 21.905 [2] and 3GPP TS 22.140 [1]:

Abstract message: The information which is transferred between two MMS entities used to convey an MM and/or associated control information between these two entities. The application protocol framework and technical realisation of MMS service features is described in terms of abstract messages in this specification.

Delivery Report: feedback information provided to an originator MMS User Agent by an MMS Relay/Server about the status of the delivery of an MM.

External Server: A network entity/application of an external system such as Internet email, unified messaging system or facsimile to which MMs may be sent to and/or from which MMs may be received by an MMS User Agent via an MMS service provider. An External Server is connected to that MMS Service Provider via non-MMS-specific protocols. 

Forwarding MMS User Agent: An MMS User Agent that is the intended recipient of an MM, that requests forwarding of the MM for delivery  to other recipient(s) without having to first download the MM.

Forwarded MM: An MM originally sent from a sender to an intended recipient which is then forwarded to other recipient(s) and to which a delivery report and/or read-reply report may refer and which may be subject to further forwarding.

MM Delivery: The act of a recipient MMS Relay/Server delivering an MM to a recipient MMS User Agent. 

MM Submission: The act of an originator MMS User Agent submitting an MM to the originator MMS Relay/Server.

MMSNA: The Multimedia Messaging Service Network Architecture encompasses all the various elements that provide a complete MMS to a user.
MMSE: A collection of MMS-specific network elements under the control of a single administration.

MMS Relay/Server: An MMS-specific network entity/application that is under the control of an MMS service provider. An MMS Relay/Server transfers messages, provides operations of the MMS that are specific to or required by the mobile environment and provides (temporary and/or persistent) storage services to the MMS.

MMS User Agent: An application residing on a UE, an MS or an external device that performs MMS-specific operations on a user’s behalf. An MMS User Agent is not considered part of an MMSE.

MMS VAS Applications: Applications providing Value Added Services (e.g. news service or weather forecasts) to MMS users.

Original MM: An (initial) MM sent from a sender to a recipient and to which a delivery report and/or a read-reply report and/or a reply-MM may refer and/or which may be subject to being forwarded.

Originator MMSE: An MMSE associated with the sender of an MM.

Originator MMS Relay/Server: An MMS Relay/Server associated with the sender of an MM.

Originator MMS User Agent: An MMS User Agent associated with the sender of an MM.

Read-Reply Report: feedback information to an originator MMS User Agent by a recipient MMS User Agent about the status of handling/rendering of an original MM in a recipient MMS User Agent

Recipient MMSE: An MMSE associated with the recipient of an MM. 

Recipient MMS Relay/Server: An MMS Relay/Server associated with the recipient of an MM. 

Recipient MMS User Agent: An MMS User Agent associated with the recipient of an MM. 

Reply-MM: In case of reply-charging the first reply accepted by the  recipient MMS Relay/Server (after checking the reply charging limitations, such as the latest time of submission) is called a reply-MM.
Transaction: A message pair sent between an MMS User Agent and MMS Relay/Server, or between MMS Relay/Servers.

3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply in addition to those defined in [1] and [2]:

CDR
Call Data Record

DNS
Domain Name System

EMA
Electronic Message Association

E-Mail
Electronic Mail

ENUM
Electronic Numbering

FQDN
Fully Qualified Domain Name

HTTP
Hypertext Transfer Protocol

IANA
Internet Assigned Numbering Authority

IETF
Internet Engineering Task Force
IMAP4
Internet Message Access Protocol

GW
Gateway

MIME
Multipurpose Internet Mail Extensions

MM
Multimedia Message


MMSE
Multimedia Messaging Service Environment

MMS
Multimedia Messaging Service

MMSNA
Multimedia Messaging Service Network Architecture

MTA
Mail Transfer Agent
PAP
Push Access Protocol
PDU
Protocol Data Unit

POP3
Post Office Protocol Version 3

RDF
Resource Description Format

RFC
Request for Comments

SMIL
Synchronised Multimedia Integration Language

SMTP
Simple Mail Transfer Protocol
TLS
Transport Layer Security
UA
User Agent

UAProf
User Agent Profile

URI
Uniform Resource Identifier
URL
Uniform Resource Locator
VAS
Value Added Service

VPIM
Voice Profile for Internet Mail

W3C
WWW Consortium

WAP
Wireless Application Protocol

WIM
WAP Identity Module
WML
Wireless Markup Language

WSP
WAP Session Protocol
WTCP
Wireless TCP
WTLS
Wireless Transport Layer Security

8.7
Technical realisation of MMS on reference point MM7

This subclause may be specified further in future releases.

9
MM1 Technical realization based on existing IETF messaging protocols

9.1
Introduction

The MMS service is realised by the invocation of reference point MM1 transactions between the MMS User Agent and the MMS Relay/Server.  There are two basic messaging services being provided by MM1: access and submission.  SMTP (Simple Mail Transport Protocol) [22] will be used to provide the message submission transactions.  IMAP4r1 (Internet Message Access Protocol Version 4 Release 1) [35] will be used as the basis for the message access transactions. For both SMTP and IMAP4, transaction flows are provided, with explanations and error considerations following.

SMTP and IMAP4 are existing Internet messaging protocols and have been widely deployed in a number of distinct environments.  The MMS environment creates some unique requirements on the adaptation of SMTP and IMAP4, which have resulted in some minor extensions to the standard protocols. These extensions are detailed in the appropriate sections below.

This technical realization is complete and can be used as the basis for constructing a working, interoperable MMS implementation that is compliant with all functional specifications contained in this release.

9.2
Protocol Framework

The following figure depicts the protocol framework for the technical realisation of reference point MM1 in 3GPP MMS, based on IETF messaging protocols.
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Figure 7 Protocol Framework
SMTP and IMAP4, which provide for message delivery and access, are standard IETF messaging protocols. Wireless profiled TCP (WTCP) [43], which tunes up the wireless network, is the transmission control protocol. Notification is provided by 3GPP Push service.  
9.3
Architectural Support For MMS

The following figure depicts the architecture definition for an implementation of 3GPP MMS based on IETF messaging protocols.
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Figure 8 MMS Based on IETF Messaging Protocols
The communication between a terminal and the IP Based Gateway uses the existing IETF messaging protocols:  SMTP and IMAP4.  For notification, the 3GPP-recommended Push protocol is used.  SMTP and IMAP4 operate over wireless profiled TCP to provide messaging services. 
The communication between the IP Based Gateway and the MMS Relay/Server also uses SMTP and IMAP4 on TCP to provide services.  Wireless profiled TCP would be translated to normal TCP in the IP Based Gateway.
9.4
MMSE Addressing Responsibilities and Formats on MM1
The MMSE addressing responsibilities and formats on MM1 are specified in section 6.2 of this technical specification. In addition to the section 6.2 the following apply to this MM1 technical realization:
The address of the MMS Relay/Server shall be the URIs of the MMS Relay/Server given by the MMS service provider. Thus, the URIs need to be configurable in the MMS User Agent.
The MMS Relay/Server shall have at least two URIs one that identifies the address (URI for SMTP session) for submitting MMs and one that identifies the address (URI for IMAP session) for retrieval of MMs. These two URIs maybe identical or different and it is an implementation option of the MMS service provider.
The encoding of the related MM1addressing is defined in Subclause 9.11.1.14.
9.5
Transactions Flows Supporting MMS

9.5.1
Submission of Multimedia Message

The MMS UA utilizes the SMTP protocol in order to send a multimedia message. It provides the mechanism for the MMS UA to submit an MM message to the MMS Relay/Server and to get back information in response. The following figure gives an example of this transaction. All commands names depicted in the following figure are specified in RFC 2821 [22].
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Figure 9 Submission of Multimedia Message

9.5.1.1 Transaction Flow: Submission of Multimedia Message

The originator MMS User Agent shall submit a terminal-originated MM to the originator MMS Relay/Server using the SMTP protocol as specified in RFC 2821 [22]. The MMS UA shall initiate the SMTP session before submitting a MM by opening a TCP connection with the MMS Relay/Server and by sending the EHLO command.

The MMS Relay/Server shall respond to the ‘EHLO’ command with the currently supported SMTP capabilities and extensions, which shall include a keyword indicating the currently supported MMS protocol version.  The “keyword” shall consist of the version header and value separated by a colon, e.g.: “X-Mms-3GPP-MM1-Version:4.3.0”.  An example SMTP transaction:

S: 220 mms.operatorA.net Simple Mail Transfer Service Ready

C: EHLO [tel:+MSISDN-A]
S: 250-mms.operatorA.net greets [tel:+MSISDN-A]
S: 250-8BITMIME

S: 250-SIZE

S: 250-DSN

S: 250-HELP
S: 250 X-MMS-3GPP-MM1-Version:4.3.0
The ‘EHLO’ response mechanism shall be used to communicate the optional supported features of the MMS Relay/Server to the MMS User Agent using keywords.  The specific keywords and values are specified in the “MM1 Header Field Value Range” section.

If the incoming message has not been supplied with a satisfactorily unique X-MMS-Message-ID, the MMS Relay/Server must return the generated unique X-MMS-Message-ID in the MM1_submit.RES message.  In the SMTP response to the ‘DATA’ command, this is accomplished using additional text on the 250 response.  
Example:

C: MAIL From: <+MSISDN-A>

S: 250 OK

C: RCPT To: <+MSISDN-B>

S: 250 OK

C: DATA
S: 354 Start mail input; end with <CRLF>.<CRLF>
C: Date: Mon, 7 Feb 1994 20:52:25 -0800 (PST)
C: To: +MSISDN-B
C: From: +MSISDN-A

C: Subject: You owe me big time

C:
C: Blah blah blah...
C: .

S: 250 OK X-MMS-Message-ID:23420080934@operatorA.net 
C: QUIT

S: 221 mms.operatorA.net Service closing transmission channel
Optionally, the originator MMS User Agent can invoke authentication and security procedures as described in RFC 2487 [54]and RFC 2554 [55]. The above-mentioned RFC provide a comprehensive security framework for submitting MMs however the selection of the specific security algorithms is a deployment specific issue and it is left to the discretion of the individual PLMN service provider.

The MMS Relay/Server may support the full set of security algorithms specified in RFC 2487 and RFC 2554 and their associated references in order to enable a wider selection of security algorithms by the PLMN service provider.

In addition to RFC 2821, the MMS UA and the MMS Relay/Server may support SMTP Pipelining (RFC 2920) [56] in order to minimize the round trip transactions associated with the SMTP commands.

The following table depicts the Mandatory (M), Recommended (R) and Optional (O) RFCs that need to be supported by the MMS User Agent and MMS Relay/Server:

Table 34: SMTP related RFCs

	SMTP related RFCs
	Status

	RFC 2821 [22]
	M

	RFC 2920 [56]
	R

	RFC 3030 [70]
	R

	RFC 2487 [54]
	R

	RFC 2554 [55]
	R

	RFC 2476 [63]
	R

	RFC 1891 [64]
	O

	RFC 2852 [65]
	O


9.5.1.2 Error Considerations: Submission of Multimedia Message

The various errors cases are handled as it is specified in RFC 2821.

9.5.2
Multimedia Message Notification and associated retrieval

The MMS Relay/Server utilizes the WAP Push framework [57] in order to send a multimedia message notification. In addition the MMS Relay/Server and MMS User Agent utilize the IMAP protocol in order to retrieve multimedia messages. The following figures 10 and 11 give an example of a notification and the associated immediate and delayed multimedia message retrieval respectively. All commands names depicted in the following figure are specified in RFC 2060 [35] and WAP-247-PAP [24].
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Figure 10 Notification and Immediate Retrieval of Multimedia Message
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Figure 11 Notification and Delayed Retrieval of Multimedia Message

9.5.2.1 Transaction flow: MMS Relay/Server Sending Notification to MMS User Agent

The MMS Relay/Server shall utilize the MM1_notification.REQ message when it needs to inform the MMS User Agent that a message is available for delivery.  The MM1_notification.REQ message shall be sent by the MMS Relay/Server to the MMS User Agent using the WAP PUSH framework [57].  The MM1_notification.REQ message contents and headers shall be sent as the message body of a push message [58].  The X-Wap-Application-Id message header of that push message shall be set to ‘x-wap-application:mms.ua’.
The information conveyed shall include an RFC 2192 [60] compliant URI that will be used to actually retrieve the message in a subsequent operation by the MMS User Agent. This URI shall uniquely identify the associated MM. Additional information about the message (e.g. message size, expiry) may be used by the MMS User Agent to determine its behavior.  For example, the MMS User Agent may delay the retrieval of the message until after a user confirmation if it exceeds a size threshold.

Upon receipt of the MM1_notification.REQ message, the MMS User Agent shall respond by invoking an IMAP4 ‘UID STORE’ command (MM1_notification.RES) with the appropriate keywords as specified in tables 46 and 47. This message is submitted using the address identified by the appropriate URI that addresses the MMS Relay/Server that supports the specific MMS User Agent.

The MM1_notification.RES response message shall provide a message retrieval status code.  The status (IMAP keyword) ‘retrieved’ shall be used only if the MMS User Agent has successfully retrieved the MM message prior to sending the MM1_notification.RES response message.

9.5.2.2 Error Considerations: MMS Relay/Server Sending Notification to MMS User Agent

The various errors cases for sending MM1_notification.REQ message are handled as it is specified in the Push Access Protocol [24]. The additional error cases related to the MM1_notification.RES are handled as it is specified in the RFC 2060 in the section related to the IMAP4 ‘UID STORE’ command.
9.5.2.3 Transaction flow: MMS User Agent Retrieving the Multimedia Message

The operation for retrieval of the MM message by the MMS User Agent from the MMS Relay/Server is built upon the normal IMAP4 ‘UID FETCH’ functionality. Delivery of the MM message may be either before or after the MM1_notification.RES message, depending on immediate retrieval or delayed retrieval of MM message respectively. The MMS Relay/Sever may therefore decide to request an acknowledgement from the MMS User Agent to confirm successful retrieval in case of delayed retrieval. These variations are shown in Figure 10 and 11 respectively.

The MMS User Agent shall initiate the retrieval activity by utilizing the URL that was delivered to it in the MM1_notification.REQ message using the IMAP UID Fetch command. 

If terminal capability negotiation is supported and enabled by the MMS User Agent, then prior to each IMAP4 ‘UID FETCH’ command the MMS User Agent shall convey the capabilities of the terminal and of the MMS User Agent by sending an IMAP4 ‘X-RCAPABILITY’ command. For more details see the section below on Terminal Capability Negotiation. 

The response message MM1_retrieve.RES, if successful, contains the MM message. This MM message shall include MMS headers providing additional information.

Depending on the MMS Relay/Server needs, the MM1_retrieve.RES response that it provides may request an acknowledgement to be generated by the MMS User Agent. The MMS Relay/Server may make this request based on whether or not it needs to provide a delivery notice back to the originator of the MM message. Alternatively, it may make that request based upon an expectation that it would then be able to delete the message from its own store. In order to minimize the number of transactions the MMS Relay/Server can be configured to a default mode (delivery report is allowed) and the MMS UA will be required to send the MM1_acknowledgement.REQ only when it needs to indicate an action that is opposite (delivery report is not allowed) to the default configuration. The exact functional logic is an implementation issue and is out of the scope of this specification. 
If an acknowledgement is requested, the MMS User Agent shall respond by invoking an IMAP4 ‘UID STORE’ command with the appropriate IMAP4 keywords, which are detailed below in the section titled “MM1_acknowledgement.REQ Header Mappings”.

Optionally, the recipient MMS User Agent can invoke authentication and security procedures as described in RFC 2595 [59], RFC 2195 [61] and RFC 1731 [62]. The above-mentioned RFCs provide a comprehensive security framework for retrieving MMs.  However the selection of the specific security algorithms is a deployment specific issue and it is left to the discretion of the individual PLMN service provider.

The MMS Relay/Server may support the full set of security algorithms specified in RFC 2595, RFC 2195 and RFC 1731 and their associated references in order to enable a wider selection of security algorithms by the PLMN service provider.

The following table depicts the Mandatory (M), Recommended (R) and Optional (O) RFCs that need to be supported by the MMS User Agent and MMS Relay/Server:

Table 35: IMAP related RFCs

	IMAP related RFCs
	Status

	RFC 2060 [35]
	M

	RFC 2192 [60]
	M

	RFC 2595 [59]
	R

	RFC 2195 [61]
	R

	RFC 1731 [62]
	R

	RFC 2342 [66]
	R

	RFC 2359 [67]
	R

	RFC 2177 [68]
	O

	RFC 2088 [69]
	O


9.5.2.4 Error Considerations: MMS User Agent Retrieving the Multimedia Message

The various error cases related to the MM1_retrieve.REQ and MM1_retrieve.RES are handled as it is specified in the RFC 2060.
9.5.3
Forwarding of Multimedia Message

The MMS Relay/Server utilizes the IMAP4 protocol in order to forward multimedia messages without prior retrieval. It provides the mechanism for the MMS UA to indicate the forwarding without a prior retrieval of a MM message to the MMS Relay/Server and to get back information in response.  The following figure gives an example of this transaction. All commands names depicted in the following figure are specified in RFC 2060 [35].
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Figure 12 Forwarding without prior retrieval of Multimedia Message

9.5.3.1 Transaction flow: MMS User Agent Forwarding the Multimedia Message

When the MMS User Agent decides to redirect an MM to another recipient, the IMAP ‘APPEND’ command will be used with literal text containing the information elements necessary to accomplish the redirection, including an IMAP URL to the original message body.  Please see the section titled “MM1_forward.REQ Header Mappings” for the detailed mappings from information elements to headers.
9.5.3.2 Error Considerations: MMS User Agent Forwarding the Multimedia Message

When errors occur, the IMAP4 “APPEND” command will respond with “BAD” and appropriate explanatory text.  The current responses as specified in RFC 2060 include:

OK - append completed

NO - append error: can't append to that mailbox, error in flags or date/time or message text

BAD - command unknown, unknown recipient, badly formatted date, etc.

9.5.4
Delivery Report

To permit the originating MMS User Agent to know when a message delivery has occurred the Delivery Report message has been defined to provide that information. The MM1_delivery_report.REQ message originates at the MMS Relay/Server providing information to the MMS User Agent about the message that was delivered. The following figure 12 shows an example (option 1) of this message. All commands names depicted in the following figure are specified in WAP-247-PAP [24].
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Figure 13 Delivery Report delivery via WAP Push (option 1) from the recipient MMS Relay/Server

9.5.4.1 Transaction flow: Delivery Report

The MM1_delivery_report.REQ message shall be delivered by the MMS Relay/Server to the MMS User Agent using the WAP Push framework [57] (option 1) or using the normal mechanisms (option 2) as described in section 9.4.2.

In option 1 the Delivery Report message shall be sent as the message body of a Push Message [58].  The X-Wap-Application-Id message header of that push message shall be set to ‘x-wap-application:mms.ua’.

In option 2 the Delivery Report is just another MM and will be delivered using the normal mechanisms as described in section 9.4.2.

In option 1 and 2 due to the nature of the message, the X-Mms-Message-Class: header shall have the value ‘Auto’, the X-Mms-Read-Reply: header shall have the value ‘No’, and the X-Mms-Delivery-Report: header shall have the value ‘No’ in a read-reply message.

The MM1_delivery_report.REQ message conveys information about the status of a particular message delivery that was performed.  The message is identified by the Message ID that was generated when the original message was posted.  It also provides addressing information of the originally targeted entity.

If an MM message was addressed to multiple entities, multiple MM1_delivery_report.REQ messages should be expected to be returned, one for each addressed entity.

A target MMS User Agent may, within an MM1_notification.RES message or an MM1_acknowledgement.REQ message, request denial of an originator’s request for delivery notification.  Therefore, an MMS User Agent should not expect to receive all the MM1_delivery_report.REQ messages that it may have requested.

9.5.4.2 Error Considerations: Delivery Report

In option 1 the various errors cases for delivering MM1_delivery_report.REQ message by the MMS Relay/Server are handled as it is specified in the Push Access Protocol [24]. 

In option 2 delivery of a Delivery Report message is as for a normal message and does not require additional error considerations.

9.5.5
Read-Reply Report

When the originating MMS User Agent requests the Read-Reply in a multimedia message, the receiving MMS User Agent may send a read message back to it.  This message is sent using the normal submission mechanisms as described in section 9.5.1. All commands names depicted in the following figure are specified in RFC 2821 [22] and WAP-247-PAP [24].
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Figure 14 Submission of Read-Reply Report
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Figure 15 Read-Reply Report delivery via WAP Push (option 1) from the recipient MMS Relay/Server
9.5.5.1 Transaction flow: Delivery Read-Reply Report

If supported by a receiving MMS User Agent, the read reply message is sent to the MMS Proxy-Relay when a MM message has been read and includes the “X-Mms-Delivery-Report” header with value ‘Yes’.  The message shall be submitted using the normal MM1_submit.REQ operation as it is just another message origination. 

The MM1_read_reply_originator.REQ message shall be delivered by the MMS Relay/Server to the MMS User Agent using the WAP Push framework [57] (option 1) or using the normal mechanisms (option 2) as described in section 9.4.2.

In option 1 the Read-Reply message shall be sent as the message body of a Push Message [58]. The X-Wap-Application-Id message header of that push message shall be set to ‘x-wap-application:mms.ua’.

In option 2 the Read-Reply is just another MM and will be delivered using the normal mechanisms as described in section 9.4.2.

In option 1 and 2 due to the nature of the message, the X-Mms-Message-Class: header shall have the value ‘Auto’, the X-Mms-Read-Reply: header shall have the value ‘No’, and the X-Mms-Delivery-Report: header shall have the value ‘No’ in a read-reply message.
The MM1_read_reply_originator.REQ message conveys information about the disposition of a particular multimedia message. The message is identified by the Message ID that was generated when the original message was posted. It also provides addressing information of the originally targeted entity.

If a MM message was addressed to multiple entities, multiple MM1_read_reply_originator.REQ messages should be expected to be returned, one for each addressed entity.

A target MMS User Agent may deny an originator’s request for Read-Reply notification.  Therefore, an MMS User Agent should not expect to receive all the MM1_read_reply_originator.REQ messages that it may have requested.

9.5.5.2 Error Considerations: Delivery Read-Reply Report 

In option 1 and 2 origination of a read-reply message is as for a normal message and does not require additional error considerations.

In option 1 the various errors cases for delivering MM1_read_reply_originator.REQ message by the MMS Relay/Server are handled as it is specified in the Push Access Protocol [24].

In option 2 delivery of a read-reply message is as for a normal message and does not require additional error considerations.

9.6
Terminal Capability Negotiation

If the MMS User Agent performs capability negotiation then it shall use the mechanism specified in [25], with the Profile and Profile-Diff entries being provided on an IMAP ‘X-RCAPABILITY’ command. The MMS Relay/Server shall support this mechanism.

If using capability negotiation, the MMS User Agent shall indicate its capabilities within the UAProf information. The MMS Relay/Server may use this information in preparation of messages to be delivered in response to IMAP4 ‘UID FETCH’ commands to the MMS User Agent.

The MMS Relay/Server may adjust a message to be delivered that contains media types that are not supported by the MMS User Agent. This adjustment may involve the deletion or adaptation of those unsupported media types.

The MMS User Agent will use the IMAP4 ‘X-RCAPABILITY’ command with the UAPROF URI and/or the Profile-Diff [25].  The specification of ‘X-RCAPABILITY’ is:

Command:
X-RCAPABILITY

Arguments:
UAPROF-URI is a URI to a profile entry for the MMS User Agent. 


UAPROF-Diff is a Profile Diff entry, representing any differences from the standard entry.

Responses:
no specific response for the X-RCAPABILITY command.

Result:

OK - command completed

NO – failure

BAD - command unknown or arguments invalid

Example:


C: a441 X-RCAPABILITY http://profiles.sample.com/nokia/6160 0x50 0x05 0x10

S: a441 OK X-RCAPABILITY completed
9.7
MMS Message contents

The Multimedia Message (MM) consists of MMS headers and a message body. The message body may contain any content type, and generally consists of a multipart/related content type.  The MIME multipart [RFC2045-7] is used in Internet message formats, which makes MMS MMs compatible. The content type of the MM, as currently specified within the WAP MMS technical realisation is ‘application/vnd.wap.mms-message’. 

The content type ‘application/vnd.wap.multipart.related’ provides an example of how multimedia content and presentation information can be encapsulated to a single message.  The figure below depicts the conceptual model.

Although this technical realization, based on Internet message standards, is flexible enough in principle to accommodate message bodies of any MIME type, the above-mentioned content types are specified for reasons of compatibility and interoperability with WAP MMS technical realization.
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Figure 16 Application/vnd.wap.mms-message Structure
The MMS-headers contain MMS-specific information, which is mainly information about the transfer of the multimedia message from originating terminal to the recipient terminal.

In the simple text use case, where the message body is text, such as ‘text/plain’ or ‘text/html’, the MMS User Agent will simply present the message body.

In the multimedia use case, the message body consists of multipart/related structure [RFC2387] including multimedia objects, each in separate part, as well as optional presentation part. The order of the parts has no significance. The presentation part contains instructions (eg: SMIL) on how the multimedia content should be rendered to the display and speakers etc, on the terminal. There may be multiple presentation parts, but one of them shall be the root part. In case of multipart/related, the root part is pointed from the Start parameter.

If the presentation part does not exist, it is up to the implementation of the terminal how the multimedia content is presented. Examples of the presentation techniques are SMIL [SMIL] and WML [WML].

9.8
MMS Presentation

The rendering of an MM for a user is the ultimate objective of the MMS. This rendering operation is known as presentation.  Various types of data may be used to drive the presentation. For example, the MM presentation may be based on a WML deck [27] or Synchronised Multimedia Integration Language (SMIL) [28] which includes links to other component elements in the multipart message. Other presentation models may include a simple text body with image attachments. UAProf [25] content negotiation methods should be used for presentation method selection.

9.9
MMS Security Model
The table 36 lists the relevant security RFCs that provide a comprehensive security framework for MMS. The security functions specified by these RFCs include:
1. Authentication of the MMS UA

2. Authentication of the Author of the MM
3. Encryption of the message content
4. Encryption of the MMS UA and MMS Relay/Server communication link
The RFCs listed in table 36 provide a comprehensive security framework for the MM1 technical realization specified in this section. The choice of specific security protocols depends on the security level desired by the MMS service provider and is out of the scope of this specification.
It is recommended that the MMS Relay/Server may support the full set of security protocols specified in the following table in order to provide a comprehensive set of security choices for the MMS service provider. 
Table 36: Security related RFCs

	SMTP related RFCs
	Status

	RFC 2487 [54]
	R

	RFC 2554 [55]
	R

	RFC 2595 [59]
	R

	RFC 2195 [61]
	R

	RFC 1731 [62]
	R

	RFC 2632 [71]
	R

	RFC 2633 [72]
	R

	RFC 2634 [73]
	R

	RFC 3156 [74]
	R

	RFC 2444 [75]
	R

	RFC 2246 [76]
	R

	RFC 2817 [77]
	R


9.10
Mapping of Abstract messages

The following tables specify the mapping of abstract MM1 messages to the appropriate SMTP, IMAP and WAP PAP operations.

Table 37: Mapping of abstract messages for submission of MM in MMS

	Abstract messages
	Mapping
	Direction

	MM1_submit.REQ
	SMTP Submission 
	MMS UA -> MMS Relay/Server

	MM1_submit.RES
	SMTP Replies
	MMS Relay/Server -> MMS UA


Table 38: Mapping of abstract messages for notification of MM in MMS

	Abstract message
	Mapping
	Direction

	MM1_notification.REQ
	WAP PAP Submission
	MMS Relay/Server -> MMS UA 

	MM1_notification.RES
	IMAP UID Store Command
	MMS UA -> MMS Relay/Server


Table 39: Mapping of abstract messages for retrieval of MM in MMS

	Abstract messages
	Mapping
	Direction

	MM1_retrieve.REQ
	IMAP UID Fetch Command 
	MMS UA -> MMS Relay/Server

	MM1_retrieve.RES
	IMAP UID Fetch Response
	MMS Relay/Server -> MMS UA

	MM1_acknowledgement.REQ
	IMAP UID Store Command
	MMS UA -> MMS Relay/Server


Table 40: Mapping of abstract messages for forwarding of MM without prior retrieval

	Abstract messages
	Mapping
	Direction

	MM1_forward.REQ
	IMAP Append Command
	MMS UA -> MMS Relay/Server

	MM1_forward.RES
	IMAP Append Response
	MMS Relay/Server -> MMS UA


Table 41: Mapping of abstract message for sending delivery reports in MMS

	Abstract Message
	Mapping
	Direction

	MM1_delivery_report.REQ
	WAP PAP Submission or regular MM delivery
	MMS Relay/Server -> MMS UA


Table 42: Mapping of abstract messages for sending and receiving read-reply report in MMS

	Abstract messages
	Mapping
	Direction

	MM1_read_reply_recipient.REQ
	SMTP Submission
	MMS UA -> MMS Relay/Server

	MM1_read_reply_originator.REQ
	WAP PAP Submission or regular MM delivery
	MMS Relay/Server -> MMS UA


9.11
Message format on MM1

All elements of an MM shall be included within a single RFC 2822 “mail” message which shall be organized as MIME type application/multipart. All MM elements shall be of standard MIME content types. In addition to the MM elements this RFC 2822 “mail” message should reflect all MMS information elements according to the definitions in subclauses 6 and 8.1.

All other MMS-related messages, such as delivery reports, read-reply reports, forwarding shall each be transferred as a single RFC 2822 “mail” message which shall be organized as MIME type text/plain. This RFC 2822 “mail” message should reflect all MMS information elements as defined above.

9.11.1 
Message header fields

MMS information elements should be reflected as “header fields” according to STD 11. See RFC 2156 [53] for a detailed description of the X.400 header to STD 11 headers mappings. Some of the mappings are context dependent.

For those information elements that cannot be mapped to standard STD 11 “header fields” the “X-“ extensions mechanism shall be used with an “X-MMS-” prefix.

The mapping of information elements to commonly used (RFC 2156) [53] or standard STD 11 “header fields” is shown in following tables. 

9.11.1.1 MM1_submit.REQ Header Mappings

The mappings of the MM1_submit.REQ information elements to STD 11 headers is detailed in the table below.

Table 43: MM1_submit.REQ Information Elements to
 STD 11 Header Mappings

	Information element
	STD 11 Headers

	3GPP MMS MM1 Version
	X-Mms-3GPP-MM1-Version:

	Message Type
	X-Mms-MM1-Message-Type:

	Message ID
	X-Mms-Message-ID:

	Recipient(s) address
	To:, Cc:, Bcc:

	Content type
	Content-Type:

	Sender address
	From:

	Message class
	X-Mms-Message-Class:

	Date and time
	Date:

	Time of Expiry
	X-Mms-Expiry:

	Earliest delivery time
	X-Mms-Delivery-Time:

	Delivery report
	X-Mms-Delivery-Report:

	Reply-Charging
	X-Mms-Reply-Charging:

	Reply-Deadline
	X-Mms-Reply-Deadline:

	Priority
	X-Mms-Priority:

	Sender visibility
	X-Mms-Sender-Visibility:

	Read reply
	X-Mms-Read-Reply:

	Subject
	Subject:

	Reply-Charging-ID
	X-Mms-Reply-Charging-ID:

	Content
	<message body>


The table above indicates the mappings from MM1_submit.REQ information elements to the corresponding STD 11 headers.

The MM Message-ID is not directly mapped to a corresponding STD 11 [5] “Message-ID:” header. Each STD 11 message must have a unique message id, which is carried in the “Message-ID:” header.

Content-type maps directly since both are defined as being MIME content types as specified in RFC 2046 [6].

The STD 11 “From:” header is determined by the mail user agent, or, in this case, the MMS User Agent.  This corresponds to the MM “Sender address”, as set by the MMS User Agent.

9.11.1.2 MM1_submit.RES Header Mappings

The MM1_submit.RES abstract message maps to the SMTP Replies that are received during the SMTP submission of the MM.   The Request Status and Request Status Text information elements map to the SMTP Reply Codes and their associated text as specified in RFC 2821.

Table 44: MM1_submit.RES Information Elements to SMTP Response

	Information element
	SMTP Response

	X-Mms-Message-ID:
	Generated message-id from the extended SMTP 250 reply


9.11.1.3 MM1_notification.REQ Header Mappings

The mappings of the MM1_notification.REQ information elements to STD 11 headers is detailed in the table below.

Table 45: MM1_notification.REQ Information Elements to
 STD 11 Header Mappings

	Information element
	STD 11 Headers

	3GPP MMS MM1 Version
	X-Mms-3GPP-MM1-Version:

	Message Type
	X-MMS-MM1-Message-Type:

	Message class
	X-Mms-Message-Class:

	Message size
	X-Mms-Message-Size

	Time of Expiry
	X-Mms-Expiry:

	Message Reference
	X-Mms-Content-URI: IMAP URL

	Subject
	Subject:

	Sender address
	From:

	Delivery report
	X-Mms-Delivery-Report:

	Reply-Charging
	X-Mms-Reply-Charging:

	Reply-Deadline
	X-Mms-Reply-Deadline:

	Reply-Charging-ID
	X-Mms-Reply-Charging-ID:


9.11.1.4 MM1_notification.RES Header Mappings

The MM1_notification.RES abstract message maps to the IMAP UID Store message. 

The MM Status and Report allowed information elements map to IMAP Flags and keywords as specified in RFC 2060. The following table defines the additional keywords and their associated mappings:

Table 46: MM1_notification.RES MM Status Information Element values to
 IMAP Keyword Mappings

	MM Status
	IMAP Keyword

	X-Mms-MM-Status-Code: Retrieved
	Retrieved

	X-Mms-MM-Status-Code: Rejected
	Rejected

	X-Mms-MM-Status-Code: Deferred
	Deferred

	X-Mms-MM-Status-Code: Unrecognised
	Unrecognised


Table 47: MM1_notification.RES Report allowed Information Element values to
 IMAP Keyword Mappings

	Report allowed
	IMAP Keyword

	X-Mms-Delivery-Report: Yes
	Delivery-Report-Yes

	X-Mms-Delivery-Report: No
	Delivery-Report-No


9.11.1.5 MM1_retrieve.REQ Header Mappings

The MM1_retrieve.REQ abstract message maps to the IMAP UID Fetch (RFC 2060) command.

The following example “UID fetch 114 (flags body[])” command retrieves the flags and body for message Unique ID number 114.

There are two ways in which message “deletions” can occur using IMAP:

1. The User Agent marks the message for deletion (using a UID fetch or UID store command with the deleted flag).

2. The IMAP Server can set the \deleted flag after successful message retrieval.

Delivery and Read-reply reports will need to use IMAP permanent flags in order to avoid multiple reports on the same message.  3GPP MMS specifies the following IMAP flags for this purpose:

\delivery_report_sent 

\read_reply_sent

9.11.1.6 MM1_retrieve.RES Header Mappings

The mappings of the MM1_retrieve.RES information elements to STD 11 headers is detailed in the table below.

Table 48: MM1_retrieve.RES Information Elements to
 STD 11 Header Mappings

	Information element
	STD 11 Headers

	3GPP MMS MM1 Version
	X-Mms-3GPP-MM1-Version:

	Message ID
	X-Mms-Message-ID:

	Sender address
	From:

	Content type
	Content-Type:

	Recipient(s) address
	To:, Cc:, Bcc:

	Message class
	X-Mms-Message-Class:

	Date and time
	Date:

	Delivery report
	X-Mms-Delivery-Report:

	Priority
	X-Mms-Priority:

	Read reply
	X-Mms-Read-Reply:

	Subject
	Subject:

	Status
	Provided by the IMAP layer

	Status Text
	Provided by the IMAP layer

	Reply-Charging
	X-Mms-Reply-Charging:

	Reply-Charging-ID
	X-Mms-Reply-Charging-ID:

	Reply-Deadline
	X-Mms-Reply-Deadline:

	Forward_counter
	X-Mms-Forward-Counter:

	Forwarded_by
	Resent-From:

	Content
	<message body>

	-
	Message-Id:


Status and Status text map to the following possible tagged status responses of the IMAP UID fetch command:

IMAP UID fetch responses: 

OK - UID fetch completed

               

NO - UID fetch error

               

BAD - command unknown or arguments invalid
9.11.1.7 MM1_acknowledgement.REQ Header Mappings

The MM1_acknowledgement.REQ abstract message maps to the IMAP UID Store message. 

The Report allowed information element maps to IMAP keywords as detailed in the table below:

Table 49: MM1_acknowledgement.REQ Report allowed Information Element values to
 IMAP Keyword Mappings

	Report allowed
	IMAP Keyword

	X-Mms-Delivery-Report: Yes
	Delivery-Report-Yes

	X-Mms-Delivery-Report: No
	Delivery-Report-No


9.11.1.8 MM1_forward.REQ Header Mappings

The mappings of the MM1_forward.REQ information elements to STD 11 headers is detailed in the table below.
Table 50 – Header mappings for MM1 Forwarding

	Information element
	Headers

	3GPP MMS MM1 Version
	X-Mms-3GPP-MM1-Version:

	Recipient address
	Resent-To: Resent-Cc: Resent-Bcc:

	Forwarding address
	Resent-From:

	Date and time
	Resent-Date:

	Time of Expiry
	X-Mms-Expiry:

	Earliest delivery time
	X-Mms-Delivery-Time:

	Delivery report
	X-Mms-Delivery-Report:

	Read reply
	X-Mms-Read-Reply:

	Message Reference
	X-Mms-Content-URI: IMAP URL


9.11.1.9 MM1_forward.RES Header Mappings

The MM1_forward.RES abstract message maps to the IMAP4 ‘APPEND’ response.   The Status, Status Text, and Message-Id information elements map to the IMAP4 ‘APPEND’ response codes and their associated text as specified in RFC 2821.

The IMAP4 ‘APPEND’ command response will include the generated message id as part of the ‘OK’ response. 

Example:

C: A003 APPEND Outbox {310}
C: Resent-To: <+MSISDN-C1>
C: Resent-Cc: <+MSISDN-C2>
C: Resent-From: <+MSISDN-B>
C: Resent-Date: Mon, 7 Feb 1994 21:52:25 -0800 (PST)

C: X-Mms-Expiry: Wed, 9 Feb 1994 21:52:25 -0800 (PST)

C: X-Mms-Delivery-Time:

C: X-Mms-Delivery-Report: Yes

C: X-Mms-Read-Reply: No

C: imap://mms.operatorA.net/user=me/mmbox/uid=432340

C:

S: A003 OK APPEND completed X-Mms-Message-ID:23802204@operatorA.net
Status and Status text map to the following possible tagged status responses of the IMAP append command:

IMAP append responses: 

OK 
- append completed

NO
- append error: can't append to that mailbox, error in flags, or date/time or message text

BAD 
- command unknown or arguments invalid

Table 51: MM1_forward.RES Information Elements to IMAP4 APPEND Response

	Information element
	IMAP Append Response

	X-Mms-Message-ID:
	Generated message-id from the extended IMAP4 OK response


9.11.1.10 MM1_delivery_report.REQ Header Mappings

The mappings of the MM1_delivery_report.REQ information elements to STD 11 headers is detailed in the table below.

Table 52: MM1_Delivery_report.REQ Information Elements to 
STD 11 Header Mappings

	Information element
	STD 11 Header

	3GPP MMS MM1 Version
	X-Mms-3GPP-MM1-Version:

	Message Type
	X-MMS-MM1-Message-Type:

	MM Message ID
	X-Mms-Message-ID:

	Recipient address
	From:

	Sender address
	To:

	MM Date and time
	Date:

	MM Status Code
	X-Mms-MM-Status-Code:

	Status Text
	X-Mms-Status-text:

	-
	Message-Id:


9.11.1.11 MM1_read_reply_recipient.REQ Header Mappings

The mappings of the MM1_read_reply_recipient.REQ information elements to STD 11 headers are detailed in the table below.

Table 53: MM1_read_reply_ recipient.REQ Information Elements 
to STD 11 Header Mappings

	Information element
	STD 11 Header

	3GPP MMS MM1 Version
	X-Mms-3GPP-MM1-Version:

	Message Type
	X-Mms-MM1-Message-Type:

	Recipient address
	From:

	Originator address
	To:

	Message-ID
	X-Mms-Message-ID:

	Date and time
	Date:

	MM Status Code
	X-Mms-MM-Status-Code:

	Status text
	X-Mms-Status-Text:


9.11.1.12 MM1_read_reply_originator.REQ Header Mappings

The mappings of the MM1_read_reply_originator.REQ information elements to STD 11 headers are detailed in the table below.

Table 54: MM1_read_reply_originator.REQ Information Elements 
to STD 11 Header Mappings

	Information element
	STD 11 Header

	3GPP MMS MM1 Version
	X-Mms-3GPP-MM1-Version:

	Message Type
	X-MMS-MM1-Message-Type:

	Recipient address
	From:

	Originator address
	To:

	Message-ID
	X-Mms-Message-ID:

	Date and time
	Date:

	MM Status Code
	X-Mms-MM-Status-Code:

	Status text
	X-Mms-Status-Text:

	-
	Message-Id:


9.11.1.13 MM1 Message header field value range

MMS information elements that are mapped to standard STD 11 “header fields”, i.e. which do not have an “X-MMS-” prefix, should be used according to [5].  The rest of the header definitions used in this section, including the mechanisms and pre-defined tokens, are described in an augmented Backus-Naur Form (BNF) defined in [48], similar to that used by RFC 2822 [5]. Implementors will need to be familiar with the notation in order to understand these definitions.

For the residual MMS information elements the following applies:

X-Mms-3GPP-MM1-Version:

3GPP-MMS-MM1-Version = "X-Mms-3GPP-MM1-Version" ":"  1*DIGIT "." 1*DIGIT "." 1*DIGIT

Note that the numbers MUST be treated as separate integers and that each may be incremented higher than a single digit. Thus, 2.1.4 is a lower version than 2.1.13, which in turn is lower than 2.3.0 Leading zeros shall be ignored by recipient MMS Relay/Server and shall NOT be sent. The version is according to the version of this specification (see also subclause “Foreword”).

X-Mms-MM1-Message-Type:

Message-Type = "X-Mms-MM1-Message-Type" ":" ( “MM1_submit.REQ” | “MM1_notification.REQ” | "MM1_delivery_report.REQ" | "MM1_read_reply_recipient.REQ" | "MM1_read_reply_originator.REQ" )

X-Mms-Content-URI:

Message-Reference =  "X-Mms-Content-URI" ":" URI

X-Mms-Expiry:

Time-of-Expiry = "X-Mms-Expiry" ":" ( HTTP-date | delta-seconds )

X-Mms-Forward-Counter:

Forward-counter = "X-Mms-Forward-Counter" ":" long-integer

X-Mms-Delivery-Time:

Earliest-delivery-time =  "X-Mms-Delivery-Time" ":" ( HTTP-date | delta-seconds )

X-Mms-Delivery-Report:

Delivery-report =  "X-Mms-Delivery-Report" ":" ( "Yes" | "No" )

X-Mms-Message-ID:

Message-ID =  "X-Mms-Message-ID" ":" quoted-string

X-Mms-Message-Class:

Message-class = "X-Mms-Message-Class" ":" ( Class-identifier | quoted-string )

Class-identifier = "Personal" | "Advertisement" | "Informational" | "Auto"
X-Mms-Message-Size:

Message-size = "X-Mms-Message-Size" ":" long-integer

X-Mms-Priority:

Priority = "X-Mms-Priority" ":" ( "Low" | "Normal" | "High" )

X-Mms-Reply-Charging:

Reply-Charging = "X-Mms-Reply-Charging" ":" ( “Yes” | “No” )

X-Mms-Reply-Charging-ID:

Reply-Charging-ID = "X-Mms-Reply-Charging-ID" ":" quoted-string

X-Mms-Reply-Deadline:

Reply-Deadline = "X-Mms-Reply-Deadline" ":" ( HTTP-date | delta-seconds )

X-Mms-Sender-Visibility:

Sender-visibility = "X-Mms-Sender-Visibility" ":" ( "Hide" | "Show" )

X-Mms-Read-Reply:

Read-reply = "X-Mms-Read-Reply" ":" ( "Yes" | "No" )

X-Mms-Request-Status-Code:

Request-status-Code =  "X-Mms-Request-Status-Code" ":" ( "Ok" | "Error-unspecified" | "Error-service-denied" | "Error-message-format-corrupt" | "Error-sending-address-unresolved" | "Error-message-not-found" | "Error-network-problem" | 
"Error-content-not-accepted" | "Error-unsupported-message" )
X-Mms-MM-Status-Code:

MM-Status-Code = "X-Mms-MM-Status-Code" ":" ("Expired" | "Retrieved" | "Rejected" | "Deferred" | "Intermediate" | "Forwarded" | "Unrecognised")
X-Mms-Status-Text:

Status-text = "X-Mms-Status-Text" ":" (Text-string)
9.11.1.14 Message Encoding on MM1

The SMTP “mail” message shall be encoded according to STD 11  [5].
9.11.1.15 MM1 Address encoding
In the case where RFC 2822 addressing is used the address encoding shall be compliant with encoding rules specified in RFC 2822.

In the case where E.164 addressing is used the addresses shall be encoded in the following way:
Reverse-Path = "<" MMS-address ">"
Forward-Path ="<" MMS-address ">"
addr-spec = MMS-address
MMS-address = "+" E.164 ["/TYPE=PLMN"]
E.164 = 1*DIGIT
Where ‘Reverse-Path’ and ‘Forward-Path’ are specified in RFC 2821 and ‘addr-spec’ is specified in RFC 2822
Example:
C: MAIL From: <+14255551212>
S: 250 OK

C: RCPT To: <+442055555555>

S: 250 OK

C: DATA

S: 354 Start mail input; end with <CRLF>.<CRLF>

C: Date: Wed, 9 Feb 1994 21:52:31 -0800 (PST)
C: To: +442055555555
C: From: +14255551212
C: Subject: Pictures from Greece
C:

C: Blah blah blah...

C: .

S: 250 OK X-MMS-Message-ID: 1001_14255551212@operatorA.net 

C: QUIT

S: 221 mmsrelay.operatorA.net Service closing transmission channel
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